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Milwaukee is committed to delivering safe and secure products and services. We work 
diligently to resolve security vulnerabilities when they are discovered. 

 
Reporting a vulnerability 

 
Anyone can report security issues of Milwaukee products (for sale in the UK) that are 
within the scope of Product Security and Telecommunications Infrastructure Act and The 
Product Security and Telecommunications Infrastructure (Security Requirements for 
Relevant Connectable Products) Regulations 2023.  

 

These security issues can be reported directly to MILWAUKEE at any time via  

 

regulatory-de@tti-emea.com 

  

Please do not include any personal information when reporting a security issue. 

 

Following the notification of a security issue, Milwaukee will aim to provide: 

 
(i) an acknowledgment of the receipt of a security issues report within 5 working 

days; and 
(ii) status updates until the resolution of the reported security issues at least 

every month. 

 

For general product issues or complaints please contact: 

https://uk.milwaukeetool.eu/service/contact/  

 


